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Cloudpath Security and Management Platform

Cloudpath Enrollment System (ES) software is a security and policy management platform that
enables any IT organization to protect the network by easily and definitively securing users and their
wired and wireless devices—while freeing those users and IT itself from the tyranny of passwords.

Available cloud-managed or as a virtual instance and priced per user, Cloudpath software lets IT do
with one system what usually requires many, while easily and automatically integrating with existing
access and network security infrastructure.

Cloudpath software consolidates and simplifies the deployment of multiple services that are typically
disparate and complex to manage: Certificate Management, Policy Management and Device
Enablement.

FIGURE 1. Cloudpath Security and Policy Management Platform
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Authorization can come from a variety of sources, including authentication using vouchers or
acceptance of a use policy. Once authorized, a device can be given access along with additional
policy options based on WPA2-Enterprise, such as dynamic VLAN, ACL, or bandwidth assignment.

When you plan your workflow, you can have a different enroliment sequence for employees and
visitors, and for personal and IT-owned devices; adding custom authentication and policy prompts, to
allow a separate workflow for each type of user and device in your network environment.

During deployment, all enrollment workflow branches are bundled as one configuration in the
Cloudpath system.

Cloudpath Specifications

Cloudpath supports the following browser, operating systems, and third-party identity stores for
system and user devices.

TABLE 1. Cloudpath System Specifications

Supported Browsers for Supported OSes for End-User Supported Third-Party
Cloudpath Admin Ul Devices Identity Stores
Internet Explorer 6.0 and later | Windows Vista and later Microsoft Active Directory
Firefox 1.5 and later Mac 0S X 10.8 and later LDAP
Safari 2.0 and later Apple i0S 6.0 and later Facebook
Google Chrome 3.0 and later | Ubuntu 12.04 and later LinkedIn
Android 4.03 and later Google Gmail
Fedora 18 and later Custom OAuth 2.0 Server
Chrome 0S

Windows Phone 8.1

Blackberry (assisted
configuration)

Windows RT (assisted config)

Generic (assisted config)

Windows Mobile 5 and 6
(assisted config)

Note >>

The supported end-user operating systems are automated and required minimal user
interaction. The assisted configuration operating systems require user interaction to
configure. Online instructions are provided to the user.
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Information You Need

Before you set up the Cloudpath in your network, you need the following information:
Deploying the OVA (For Local Deployments)

*VMware server or Microsoft Hyper-V Manager on which you’ll install the Cloudpath virtual

appliance.

*The URL where the image file resides

*FQDN Hostname of the virtual appliance

«|P address and subnet mask for the virtual appliance (not required if using DHCP)

*Gateway IP address for your network (not required if using DHCP)

*|P address of DNS server (not required if using DHCP)

¢ A list of IP addresses that are allowed Administrative access (optional)

¢ Service account security credentials

Setting up the Initial Account

» Activation code issued from Cloudpath Licensing Server

*HTTPS server certificate

e Company Information (Domain, URL)

*DNS hostname

¢ Active Directory domain, DNS/IP address of AD server, and DN of AD domain or LDAP server
*Web server certificate (public-signed)

If you are not using the Cloudpath onboard CA, you also need:
ePublic and Private key of existing CA
*RADIUS server certificate (if not using onboard RADIUS server)
Configuring the Workflow
This section lists items to consider when you configure the workflow:

¢ An idea about the types of access and policies you want to offer different users
eImages and color schemes if you plan to customize the webpage display

* AD group names for creating filters in the workflow

¢ An idea about the security policy for passwords, vouchers, and certificates

-Vouchers have configurable format and validity periods
-Certificates have configurable key lengths, algorithm types, and validity periods

*The SSID for the secure network

3
+1303.647.1495 | +44(01)161.261.1400 | support@cloudpath.net | www.ruckuswireless.com | ©2017 Ruckus Wireless, Inc.



Cloudpath Quick Start Guide

-If using VLANS to apply policy, you should have the VLAN IDs

Note >>
For SSID configuration, see Configuring Cloudpath to Integrate With a Ruckus Wireless
LAN Controller.

* A list of conflicting SSIDs to prevent roaming (for example, open SSIDs)
¢ An idea about which OS families and versions to support

« Additional requirements for device configurations (for example, enable firewall, proxy, verify
antivirus, enable screen lock pass code)

Deploying the Cloudpath Virtual Appliance to a VMware
Server
Cloudpath supports deployments using a VMware server or Hyper-V Manager. This section describes

deploying to a VMware server. For Hyper-V deployments, see the configuration document, Deploying
Cloudpath as a Virtual Appliance using Microsoft Hyper-V.

Note >>
If you are setting up a hosted system, you can skip this section and continue to Initial
System Setup.

Cloudpath can be deployed to a cloud-hosted environment (multi-tenant), or as a virtual appliance on
a locally-deployed VMware ESXi server (single tenant).

Specifications for Locally-Deployed VMware Servers

The Cloudpath virtual appliance is deployed as an open virtualization archive (OVA) file, which can be
deployed on any VMware ESXi server (ESX or ESXi architecture 4.x and 5.x and greater).

Note >>
If using version 6.5 ESXi server, you must use a SHA-256 signed OVA.

Cloudpath offers a Non-Production POC, as well as several Production configurations for deployment.
See the Deploying the Virtual Appliance Using a vCenter VMware Client section for details.
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Retrieve OVA File With Activation Link

If you are setting up a Cloudpath account for the first time, you will be sent an activation code in an
email notification. For an on-premise deployment, the activation code link allows you to download the
Cloudpath OVA, binding your OVA file to the activation code.

Deploying the Virtual Appliance Using a vCenter VMware Client

The deployment process consists of the following steps:

Deploying the Virtual Appliance Using a vCenter VMware Client

or

Deploying the Virtual Appliance Using a Console-Based VMware Client
Activate Account or Log In

Deploying the Virtual Appliance Using a VMware vCenter Client

1. Open the VMware client.
2. Select File > Deploy OVF Template.
3. Enter the file path or URL where the OVA file resides.
4. Accept the EULA.
5. Enter a unique name for the virtual appliance.
6. Select a deployment configuration:
*Non-Production POC - Deploys using 6GB RAM and 2 vCPUs x 1 Core. Recommended for

software trials, feature testing, and other non-production systems.
*4,000 or Fewer Users - Deploys using 8GB RAM and 2 vCPUS x 2 Cores. Recommended for
production systems with fewer than 4,000 users.
8,000 or Fewer Users - Deploys using 12GB RAM and 2 vCPUS x 4 Cores. Recommended for
production systems with fewer than 8,000 users.
*More than 8,000 Users - Deploys using 16GB RAM and 2 vCPUS x 4 Cores. Recommended for
production systems with more than 8,000 users.
*More than 20,000 Users - Deploys using 20GB RAM and 2 vCPUS x 4 Cores. Recommended for
production systems with more than 20,000 users.
7. If you are using VMware vCenter™ Server to manage your virtual environment, select the
appropriate data center, cluster, host, and destination storage, as needed.
8. Select a disk format.

eUse Thick provisioning for a production environment. For a thick provision, the total space
required for the virtual disk is allocated during creation.
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Note >>
If you are using Fault Tolerance, you must select Thick provisioning.

eUse Thin provisioning for testing, or if disk space is an issue. A thin provisioned disk uses only as
much datastore space as the disk initially needs. If the thin disk needs more space later, it can
grow to the maximum capacity allocated to it.

. Continue the configuration with vCenter, or a non-vCenter console.
«If you are using the vCenter to configure application and network properties, continue to the next
section.

«|f you are using the console to configure application and network properties, review the initial
settings and click Finish. See Deploying the Virtual Appliance Using a Console-Based VMware
Client to complete the deployment process.

6
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Application Properties (vCenter)

Customize the application properties for the deployment.

FIGURE 2. Application Properties
Cloudpath Enrollment System

Hostname (FQDN)
Enter the fully qualified domain name.

IP Address
The IP address for this VM. Leave blank if DHCP is desired.

Netmask
The netmask or prefix for this VM. Used only if static IP is assigned.

255.255.252.0

Default Gateway
The default gateway address for this VM. Used only if static IP is assigned.

DNS

The DNS server(s) for this VM. Supports up to 3 in a comma-separated list. Used only if
static IP is assigned.

|5.2.8.8,8.8.4.4

NTP Server
Specify an NTP server., By default, pool.ntp.org will be used.

|p00|.ntp.0rg

Enable HTTPS?

g

Timezone

|amT =]
SSH Access

|Port 3022 ~|

Restrict admin access?

To restrict the admin web UI to certain addresses or subnets, specify a comma-separated
list of addresses or subnets (CIDR notation, ex. 192.168.4.1/22).

Console Password

Specify the password to be used to access the console or 55H of this VM. Please select a
strong password that is compliant with your password complexity policy.

Enter password |

Confirm password |

Enter & string value with 1 to 100 characters,

* Enter the Hostname(FQDN) for the virtual appliance.
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Note >>

The Cloudpath Hostname is used as the default OCSP Hostname, which is embedded
into certificates issued by the onboard root CA as part of the URL for the Online
Certificate Status Protocol (OCSP).

eEnter the IP Address, Netmask, Default Gateway, and the DNS Servers for this VM. Leave blank
for DHCP.

eSpecify an NTP Server or leave the default.

*HTTPS is enabled by default. Leave unchecked only if Cloudpath is behind another web server
using SSL.

¢ Select the Timezone.
¢Select SSH port, or disable SSH access.

e Enter the IP address(es) that can access the Cloudpath Admin Ul. Leave this field blank if you do
not want to limit administrative access.

eEnter and confirm a service user password. The service user account is used by your support

team for access to this system using SSH. The service account is not available if SSH access in
not permitted.

8
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Confirm Deployment Settings (vCenter)

Verify these properties before you begin the deployment. If you are using DHCP, the networking
properties will be blank.

FIGURE 3. Deployment Settings

Ready to Complete
Are these the options you want to use?

Source
OVF Template Details

Mame and Location

Host / Cluster
Disk Format
Properties
Ready to Complete

End User License Agreement

Deployment Confiquration

When you dick Finish, the deployment task will be started.

Deployment settings:

OVFfile:
Download size:
Size ondisk:
Name:

Folder
Deployment Configuration:
Host/Cluster:
Specific Host
Datastore:

Disk provisioning:
Network Mapping:
Property:
Property:
Property:
Property:
Property:
Property:
Property:
Property:
Property:
Property:

™ Power on after deployment

C:\Users\&nna\Downloads\CloudpathES_OVF10_5.03206..

1.1 GB

24 GB

Anna bvt 3206-43
‘Westminster
Non-Production POC
Development
192.168.4.5
SVR-5:RAD

Thin Provision

"VM Network"to "VM Network"

ntp = pool.ntp.org

https = True
timezone = America/Denver
sshPort = Port 8022
restrictAdminAccess =

Help |

< Back | Finish I

Cancel

Click Finish. Deployment takes approximately 2 minutes.

Deploying the Virtual Appliance Using a Console-Based VMware Client

Before you begin, read the list of information required to setup the system.

1. Open a console for the VM.

2. Enter yes (or y) to accept all license agreements.

3. Enter the time zone. For example, enter America/Denver.

+1303.647.1495

+44 (01) 161.261.1400
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4. Enter the FQDN hostname for the virtual appliance (ex., onboard.company.com).
5. Do you want to enable HTTPS? Enter for yes (default) or n.
6. Do you want to use a STATIC IP (rather than DHCP)? Enter for yes (default) or n.

«|If you enter yes (recommended), you assign the IP address of the virtual appliance, subnet mask,
and gateway and DNS server IP addresses for your network.

«|f you enter no, DHCP is used to assign IP address of the virtual appliance interface (ens for
VMware, eth0 for Hyper-V), subnet mask, gateway, and DNS server IP addresses for your
network. If you are not using DHCP, enter the IP address of the virtual appliance interface.

7. Enter the IP address of the virtual appliance.

8. Enter a subnet mask in the format 255.255.252.0.

9. Enter the gateway IP address for your network.

10. Enter the DNS server IP address.

11. Do you want to permit SSH access? Enter for yes (default) or n.

12. Enter and confirm a service password. The service password is used by your support team for
access to this system using SSH. Refer to the Cloudpath Command Reference on the Support tab
for details.

Note >>
The service account is not available if SSH access in not permitted.

13. Do you want to us an NTP server other than pool.net.org? Enter for no (default) or y to specify an
NTP server.

The setup is complete. Press Enter to reboot the system. After the reboot you are presented with the
shelluser login prompt.

Note >>
The shelluser is only available during the initial system configuration. After the initial
boot, you must use the service password to access the system.

Service Account
When the deployment is finished, you are presented with the service account login prompt.
1. Enter cpn_service at the login prompt, and then the service user password.

2. Enter the show config command to verify your configuration. You may be prompted to re-enter the
password.

See the Cloudpath Command Reference on the left menu Support tab.

10
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Activate Account or Log In

If you are setting up a Cloudpath account for the first time, you should have received an activation
code from Cloudpath Support. If you have existing Cloudpath License server credentials, you can
activate an account using those credentials.

Whether you create a new account with an activation code or with legacy Cloudpath credentials, the
system binds the Cloudpath instance to your License Server credentials.

Activate Account by Activation Code

If you have been sent an activation account, enter it on this activation page.

FIGURE 4. Activate Cloudpath Account

CEaR

lou

RH uckus Brand

Activate by activation code

Please provide the tion code you ed by email.

Set a Password for Account

If you have logged in with an activation code, you are prompted to set a password for this account.
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FIGURE 5. Set Password

TER

lou

RH uckus Brand

Password Setup

g credentials will be used to log into this system

anna@cloudpath._net

1. Your email address should display. If it does not, enter it on this page.
2. Enter and confirm a password.
These are the credentials to use for this Cloudpath account.

Activate Account by Credentials

If you already have a Cloudpath License Server account, you can activate a new Cloudpath account or
log in to an existing account using those credentials.

12
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FIGURE 6. Activate Account With Existing Credentials

CElouanaih

lou

RH uckus Brand

Activate by credentials

Please provide the credentials on Cloudpath license server.

Use activation code received by email instead?

Initial System Setup

Cloudpath provides you with a single administrator login for the Cloudpath Admin Ul. Additional
administrators can be added from the left menu Administration tab, or you can enable Administrator
logins from your authentication servers.

System Setup Wizard

After a successful deployment and activation (or login), the system setup wizard takes you through a
few steps.

1. Select Server Type.

13
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FIGURE 7. Select Server Type

System Setup m

5
o
J
]
@
Q
=4
w
0]
@
o
@

» Standard Server (Default)

Select this option if this server is your first server or if a cluster will be initialized from this server.

Add-On Server For Cluster
Select this option if this server will be part of a cluster and the cluster will be initialized from a different server. No further configuration will aceur on this
server until the cluster is established.

Replacement Server For Existing Server

Select this option if this server will import data from an existing server.

In most cases, select Standard Server, the default. This selection takes you through a setup wizard,
which prompts you for the basic information required for an Cloudpath server.

«If you are setting up this server for replication, you can choose to set the server as an Add-On or
Replacement server. These selections provide an alternate set up process, requiring less
information for the initial setup. Add-On and Replacement servers receive most of their
configuration from the Master server in the cluster.

«|f you are setting up this server to replace an existing server, and you are importing the database
from the existing server, select Replacement Server for Existing Server.

Note >>
For Add-on or Replacement servers, you will not be required to go through the full
system setup.

2. Enter Company Information.
This information is embedded in the onboard root CA certificate.

14
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FIGURE 8. Company Information

System Setup

Company Information

i) Company Name: Annad3 Test BVT

i) Legal Company Name: Sample Company, Inc.
i) Department Name: T

i) City: Westminster

i) State/Province: Colorado

i) Country: us

Company Web Presence

i) Company Domain: company.com
i/ Support Email: support@company.com
i) ITEmail: it@company.com

3. Configure the WWW Certificate.

The system is configured to use HTTPS, but does not currently have a valid WWW server certificate.
An invalid WWW server certificate can impact the ability of end-user enrollments, causing 404 errors
due to a lack of trust.

15
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FIGURE 9. WWW Certificate for HTTPS

Certificate for HTTPS

The system is configured to use HTTPS, but does not currently have a valid WWW server certificate. An invalid WWW server certificate will impact

the ability of end-user enroliments, causing 404 errors due 1o a lack of trust. The system can be configured prior to the WWW server certificate being s e & hitps://onboard.company|

installed, but it should be installed prior to attempting to enroll as an end-user.

The WWW certificate may be a wildcard certificate (*.company.com) or a named cerificate (onboard.company.com). The WWW certificate must
match the DNS name used by the end-users to enroll
To request a WWW certificate, you may need to provide a Certificate Signing Request (CSR). If so, one may be downloaded below.

Generate a Certificate Signing Request (CSR)

Select this option to generate a CSR, which can be sentto a cerificate authority to issue a WWW server certificate. After receiving the certificate back, it can be uploaded.

® Upload the WWW Certificate

Select this option If you have the WWW server certificate available to upload.

Skip for now.

Select this option to skip this step for now.

You can skip this step for the initial configuration. However, it should be installed prior to attempting
to enroll as an end-user. You can configure the WWW server certificate from Administration > System
Services > Web Server service.

Cloudpath supports web server certificates in P12 format, password protected P12, or you can upload
the individual certificate components; the public key, chain, and private key or password protected
private key.

4. Upload the WWW certificate.
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FIGURE 10. Upload WWW Certificate

System Setup « Back m

" Upload by PEM

es
Ifa p12 file is not available, you may upload the individual components of the certificate. All files must be in PEM (Basefi4) farmat. If the private key is password-protected, specify the password too. Ifthe private
key is not password-protected, leave the password blank.

i) Public Key (PEM): Choose File | No file chosen

i) Chain (PEM or P7D): Choose File | No file chesen

Additional Chain (Optional): Choose File | No file chosen

Additional Chain (Optional): Choose File | No file chosen

Private Key (PEM): Choose File | N file chasen

Private Key Password:

Prompt for Password on Boot:

Upload by P12

You may upload a server certificate in p12 format. To do $o, you must also specify the password ifthe p12 is password protected.
i) P12File: Choose File | CloudpathLabWw._rtificate.p12

i) P12 Password:

Browse to locate and upload the web server certificate and click Next to continue with the system
setup.

5. Select the Default Workflow

To initialize the system with a sample configuration, select BYOD Users & SMS Guests, or BYOD Users
Only. This creates an initial workflow for BYOD users and sponsored guests (or BYOD users only) that
you can use as a template, or simply add a device configuration and use immediately.

To create your own workflow, select Start with Blank Canvas.

17
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FIGURE 11. Select Default Workflow

Workflow Information

The system may be initialized with a typical configuration or initialized blank. Either way, the system may be fully customized after being initialized. Select your preference below.
® BYOD Users & SMS-based Guests.
Initializes the system for handling BYOD and guest users. Each user will be configured for the secure WPA2-Enterprise wireless network specified below and issued a certificate granting them BYOD

or guest access.

i) Secure SSID Name: eng-Anna43

BYOD Users Only.

Initializes the system for handling BYOD users. Each user will be configured for the secure WPA2-Enterprise wireless network specified below and issued a certificate granting them BYOD access.

Start with a Blank Canvas.

Initializes the system with a blank workflow

6. Configure the Authentication Server.

Note >>

If you selected a Blank Canvas for the default workflow, you are not prompted to set
up an authentication server during the initial system setup.

If you plan to use an authentication server to authenticate end-users or sponsors, we recommend
populating the authentication server information page.

If using multiple authentication servers, additional authentication servers may be added through the
workflow or from the Configuration > Authentication Servers page.

18
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FIGURE 12. Authentication Server Setup

@ Connectto Active Directory

Select this option to enable end-users to authenticate via Active Directory.

i Default AD Domain:

i/ ADHost:

i AD DN:

i AD Usemame Attribute: SAM Account Name v

i Perform Status Check:

i Use For Admin Logins:

i Use For Sponsor Logins: 7

i Run Authentication Test?

Connect to LDAP

Select this option to enable end-users to authenticate via LDAP (or LDAPs).

Connect to RADIUS

Select this option to enable end-users to authenticate via RADIUS using PAP.

Connect to SAML

Select this option to enable end-users to authenticate via a SAML 2.0 IdP.

Use Onboard Database

Select this option to enable end-users to authenticate to accounts defined within this system

To setup the initial configuration of the Authentication Server, select and enter the required fields.
Consider these optional settings for the authentication server:

Verify Account Status on Each Authentication - If selected, Active Directory is queried during
subsequent uses of the certificate to verify the user account is still enabled. You must provide
the bind username and password for an authentication server administrator account.

¢ Additional Logins - If Use for Admin Logins is selected, administrators can log into the Cloudpath
Admin Ul using credentials associated with this authentication server. If Use for Sponsor Logins
is selected, sponsors can log into the Cloudpath Admin Ul using credentials associated with this
authentication server.
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e Test Authentication - If selected, an authentication will be attempted using the username and
password provided to test connectivity to the authentication server. This test can also be run
from the workflow.

7. Set up the Authentication Server Certificate

To use LDAP over SSL (LDAPS), the system must know which server certificate to accept for the
authentication server.

FIGURE 13. Authentication Server Certificate

To use Active Directory via LDAPS, the system needs to know which server certificate to accept for the authentication server.

=  Pin the Current Server Certificate.

Pin the current server certificate as a trusted certificate. This is the quickest and easiest but must be updated when the certificate is renewed.

Commen Name:

Thumbprint:
\alid Parlod
lssued By:

Upload the Chain for the Server Certificate.

Select this option to specify the common name of the LDAPS server certi
certificate validation and does not normally require updates when the ce

and to upload the issuing CA. This provides the most resilent form of server

is renewed.

Select Upload the Chain for the Server Certificate to upload a certificate chain from an issuing CA. You
must specify the common name for the LDAPS server certificate. This certificate does not need to be
updated when the certificate is renewed.

Select Pin the Current Server Certificate to use the current server certificate as the trusted certificate.
This setting must be updated if the certificate is renewed.

Publishing Tasks

After the initial setup tasks, the system finishes the initialization process. When the publishing tasks
are complete, the system is ready to use. The setup information is also emailed to the system
administrator for this account.
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FIGURE 14. System Initialization Status

Initiglization Task  Status
Create Cenificate Authorities: Q Completed.
Create Cenificate Templates: o Completed.
Create Devies Configurations: 9 Completed.
Configure Workfiow: (@) Completed.
Activate Sponsor Portal: o Compieted.
Publish Enrcliment Portal: Q Completed.

o System is ready to handle enrcliments.

Access Point Setup:

The following information will be necessary to configure the access point with the appropriate secure 5510 configuration.
S5ID:  eng-AnnaZ4f (WPAZ-Enterprise, AES {CCMP), Broadcast)
RADIUS IP:  anna248 cloudpath net
RADIUS Authentication Port: 1812
RADIUS Accounting Port: 1813
RADIUS Shared Secret:  nhubvijwgedwpptn Twuw
RADIUS Attributes:  BYOD Policy Template - WLAN: "1

Guest Policy Template - WLAN: 1

User Experience:
End-users wil use the enroliment portal to activate devices.

End-User Portal:  hitps:/fan \ixpe/ Production

.cloudpath. n

BYOD: [For BYOD, the authentication server is configured.

BYOD users will be moved anto the secure 5510 with WVLAN *1° assigned.

Guests:  Guests will be required to provide a woucher via SMS or email.
EME is one of several mechanisms for handling guests.

Guest users will be moved onto the secure 5510 with WLAN *1° assigned.

Administrator Experience:

Administrator Ul:  https://anna248 cloudpath. net/admin

Credentials:  The following email addresses have been sent a one-time password along with this information:

21
+1303.647.1495 | +44(01)161.261.1400 | support@cloudpath.net | www.ruckuswireless.com | ©2017 Ruckus Wireless, Inc.



Cloudpath Quick Start Guide

ToDo Items

On subsequent logins, the Cloudpath Welcome page is displayed. The ToDo Iltems lists the
configuration items needed to complete the account setup.

FIGURE 15. Cloudpath Welcome Page

Cloudpath ES provides a single point-of-entry for devices entering the network environment. The Autornated Device Enablement (ADE) approach gives network
administrators centrol by blending traditional employee-centric capahilities (Active Directory, LDAP, RADIUS, and Integration with Microsoft CA) with guest-centric
capabilities (sponsorship, email, SMS, Facebook, and more)

Getting Started

Use the left menu tabs to begin setting up your workflow configuration.
The Dashboard tab displays reporting information about the enrollments. users,
devices, certificates, and more

System logging is currently running in debug mode.

The Configuration tab allows you to configure and deploy the enrollment workflow, ¥, The workflow is currently blank. Click 'Fix' to begin adding steps to the
including the lock & feel and the device cenfiguration. i
workflow
From the Sponsorship tab, you can manage vouchers and voucher lists, and
customize the look & feel of the sponsorship portal

From the Certificate Authority tab, you can manually generate certific ates. view certificate details. revoke certificates, manage the characteristics of certificates to be
issued, and manage certificate authorities (CAs).

The Administration tab allows you to manage administrator accounts, system services, diagnestics and logs. and system updates

The Support tab provides access to the Quick Start Guide and several Setup Guides to help with common configurations aleng with licensing information.

About the Enroliment Workflow

The Cloudpath workflow engine is a customizable enrollment process that provides more control over
who is granted network access and how they should be provisioned.

When you plan your workflow, you can have a different enroliment sequence for employees and
visitors, for personal and IT-owned devices; adding custom authentication and policy prompts, to
allow a separate workflow for each type of user and device in your network environment.

Workflow Basics

Navigate to Configuration > Workflows.

The Workflow page has 5 tabs across the top.
*Use the Properties tab to update the workflow properties and the Enrollment Portal URL Options.
*Use the Enrollment Process tab to configure the steps presented to a user to create the workflow.

eUse the Look & Feel tab to configure the Cloudpath skin, and to customize the logos, colors,
buttons, and images for the Cloudpath server, the Cloudpath Wizard, and the Download page.

22
+1303.647.1495 | +44(01)161.261.1400 | support@cloudpath.net | www.ruckuswireless.com | ©2017 Ruckus Wireless, Inc.



Cloudpath Quick Start Guide

*Use the Snapshot(s) tab to view the latest snapshot, the version, timestamp and the notes added
to a particular workflow.

*Use the Advanced tab to view the Enrollment Portal URL, Passpoint OSU URL, and the QR code.
You can also use it to Manage Chromebook Setup and for Cleanup.

FIGURE 16. Workflow Configuration Page

|- Properties Enroliment Process Look & Feel Snapshot(s) Advanced
»
Step 1@ Require the user to accept the AUP Welcome Message and AUP /s X
[nsertstenbten 2 Al matches in: X /4 Visitors V X
»
Step 3: Prompt the user for credentials from Test AD 7S X @
»
Stepd:  Allmatchesin: | X 4 vour Device Vd X
»
Step 5: Prompt the user for a voucher from IT Assets Voucher 75 X
»
Step &: Send a verification code from Guest Vouchers /s X
»
Result: Move user to CloudpathTest and assign certificate using Guest Policy Templat... /7

Use the icons along the side to make changes to the enrollment workflow:
eUse the icons on the right side of each step to edit, modify, delete, view the enrollment steps.
*Use the Test Servericon ® to verify interaction with an authentication server.

eUse the Edit List icon = to label options, to change the order of the selection options in a split,
add more options, or add filters and restrictions.

*Use the icons on the split tabs to modify or delete a specific option.

Modifying a Workflow Template

You can modify a standard enrollment workflow template provided by Cloudpath, or create your own
workflow one step at a time from a blank slate.

To create a workflow from a template using sample data:

1. Go to Configuration > Workflows.

2. Onthe right hand side of the Workflow page select Add New Workflow.
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3. Onthe Create Workflow page, enter a Name and Description. Select the check box for Include Demo
Data and Save.

FIGURE 17. Create Workflow Using Demo Data

i) Name: ireless Network Workflo

i Description:

| i) Include Demo Data? v |

A workflow template, which contains a typical workflow sequence, is displayed. The step numbers are
shown on the left side of the workflow.

FIGURE 18. Workflow Template

»
Step 1: Require the user to accept the AUP Welcome Message and AUP 75 X
»
Step2: | Allmatchesin: | X 4 visitors 4 %
»
Step 3 | Prompt the user for credentials from Test AD 7S, X ®
»
Step 4: Allmatches in: | X 4 Your Device /7 X
»
StepS: | Prompt the user for a voucher from IT Assets Voucher /s X
»
Result: Move user to Internal network and assign certificate using Client Certificate T... V4

The workflow template contains basic workflow steps with sample data that can be modified to fit
your network plan, such as:

Step 1: Acceptable Use Policy.

Step 2: Split in the workflow to provide a different sequence of enrollment steps for Visitors,
Employees, and Partners. Splits can be modified for other industries (for example, Students,
Faculty, and Guests).
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Step 3: An authentication step for domain users, using Active Directory or LDAP.

Step 4: Another split in the workflow to provide a different sequence of enrollment steps for users
with an IT device or a personal device.

Step 5: A prompt for a verification voucher.

Step 6: The final step, which migrates the user to the secure network and assigns a client certificate,
is not pre-populated as this information is specific to your network.

Modify the existing workflow template as needed using the icons on the right side of each step. You
can add or remove steps, change the labeling, create filters on the splits, or modify the authentication
server.

Creating a Workflow From a Blank Slate

This section describes how to create a typical workflow from a blank slate. This sample workflow
follows the steps provided in the workflow template.

1. Go to Configuration > Workflows.
2. Onthe right hand side of the Workflow page, select Add New Workflow.

3. On the Create Workflow page, enter a Name and Description. Leave Include Demo Data unchecked,
and Save.

4. On the blank workflow page, click Get Started to add your first workflow step.

A selection page opens that allows you to choose which type of step (workflow plug-in) to add to the
enrollment workflow. Every time you add a step, the Step Selection page appears.
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FIGURE 19. Enrollment Step Selection

Configuration = Workflows = Insert Step m

ich Type Of Step Should Be Added?

] Display an Acceptable Use Policy (AUP).
Displiays 3 Message 1 e user and requires al ey skgnal hlr acoapance. This ks normially used ko an acceptatie use policy (AU or end-user ioanse agraamen (SULA).

Authenticate to a traditional authentication server.

Prampts e user 1o auinaric;

210 an Active Dinaciory 7, and LDAR sar RADIUS or 3 SAML 5

Ask the user to name their device.

Pramgts e user o provide 3 name for e devica, with e opion 1o reuse o delele previously enroliad devices. This may suggest at oid dewices ba ramavad or may Bmi e madmum numiber of concuman devices.

Ask the user about concurment certificates.

Pramgts e user with information about praviously issued carifcaias i are 59 vakd. This may suggest inal ol carificaies e ramaved or may Bmit ine maximum number of concurmant carffeaies.

Split users into different branches.

Creies 3 branch or forik In e annoliment process. This can ocour (1) s ¥
miay ba sam ¥wough 3 diffierant process Tan 3 user tnat sslacts fo vl 35 an

haing the user maika 3 sslsctan of (2) 1 &an secur aulamatically hassd an orilara associzied with a3ch opban. Far sxampia, 3 user thal salacts "Guast
pioyes”. Li=wisa, an Android device may be prasamizd 3 differant ennaliment saquance than 3 Windows devics.

Authenticate to a third-party.
Promts he U 10 Fuambieas via 3 var

‘Whird-party sources. This Includes imamal QAT sarvers 35 well 3s pubiic OWarn Senvers, SUch as Facabook, Linkedin, and Google.

Authenticate using a voucher from a sponsor

Promgis The user o enler a voucher previol

‘am a sponsar. The sponsor generales the voucher wia the Sponsor Portal, fypically before the user amrives onslis.

Perform out-of-band verification

Sends ¥

user 3 code via emall or SMS 10 vakdaie their idanity.

Request access from a sponsor

Prampts e user for 3 SpoNs0rs amall address and han notes e 5ponsar. The SpONSON can actapt o refect e request via e Sponsar Porta

Register device for MAC-based authentication.

Regisiers the MAC address of he device for MAC authanticaion by RADIUS. This ks used for two primary use cases: (1) 1o authamticaie the device on e curmant S5I0 via the WILAN captive portal or (2) o register adevice, such as a
gamiing device, for 3 PSK-Dased SSID. In both cases, he MAC address will be captured and the dewice willl be parmiitiad access for 3 configurable pariod of Bme.

Display a message.

Displays 3 message o e user Bkong Wilh 3 singie bution 10 continua.

Redirect the user.

Fadirects the usar 10 3 spacified exiemnal URL This may be used 1 authaniicale the user 10 the capiive partal of the onbaarding S5I0.

Prompt the user for information.

Displays 3 promyt scraen with customizatie data

Authenticate via a shared passphrase.

Prampts he user for 3 passphrase and vanties M ks commect. A shared passphrase s usatul for cONirnoiing 30055 10 N enrolmeant process Separdls nom., of in 3ddion fo, user cradentias.

Generate a Ruckus DPSK.

Genaraies 3 DPSK via 3 RUcius WLAN comroar

Send a notification

Genarales a nolilication about the enroliment. Notilication types include emall, M S, REST AP, sysiog and mare. This step is invisitie 1o the end-user.

Acceptable Use Policy

Step 1 in the workflow requires the user to agree to an Acceptable Use Policy (AUP).
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1. Select the button for Display an Acceptable Use Policy (AUP).
2. Select A new AUP created from a standard template.

3. Onthe Add Acceptable Use Policy page, enter the Reference Information and Webpage Display
Information. The Webpage Display Information is the what the user sees during the enrollment
process.

FIGURE 20. Add Acceptable Use Policy

Create Acceptable Use Policy

il Name: New Acceptable Use Polic

i Description:

Display Information:

i Page Source: Standard Template =

i Title: Welcome to the ${ACCOUNT_NAM

i’ Message:

i/ Bottom Label:

i/ Checkbox Default State: "y

i/ Acceptance Checkbox Label: agree to the <a id="eulaFile’ target="_cpn" href="${AUP_FIL
i’ Checkbox Highlight Color: FCFFB3 Reset Default

i/ Continue Button Label:

4. Choose Standard Template as the page source and check the Checkbox Default State box to
specify that the default setting is the acceptance of the AUP. Click Save.

The Workflow page displays the enroliment workflow with the AUP acceptance as the first step.

27
+1303.647.1495 | +44(01)161.261.1400 | support@cloudpath.net | www.ruckuswireless.com | ©2017 Ruckus Wireless, Inc.



Cloudpath Quick Start Guide

User Type Split

Step 2 in the workflow prompts for the type of user access.

To create a User Type prompt:

1. Insert a step above the Result: step in the enrollment workflow.
2. Select Split users into different processes.

3. Select Use an existing split and choose User Type (a pre-existing split). The User Type split creates
a prompt to select either the Employee User Type or the Visitor User Type. These labels can be
modified.

The Workflow page displays the enroliment workflow with the User Type option after the AUP step.

FIGURE 21. Workflow with User Type Split

Properties Enrcliment Process Look & Feel Snapshot(s) Advanced
=
Step 1 Require the user to accept the AUP Acceptable Use Policy 7, X
=Y
Step 2 Allmatches in: | % 4 Guests Va = X
=Y
Result Assign a device configuration and/or certificate. Vs

Authentication to a Local Server

Step 3 in the workflow authenticates a user against a Corporate AD server.
1. Select the Employee tab in Step 2 of the example enroliment workflow.
2. Insert a step above the Result: step in the enroliment workflow.

3. Select Authenticate to a local server.
4

. Select Define a new authentication server. The Add Authentication Server page opens.
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FIGURE 22. Add Authentication Server

= Connect to Active Directory

i Default AD Domain:

i/ ADHost:

i/ ADDN:

i/ AD Username Attribute:

i/ Perform Status Check:

i Use For Admin Logins:

i Use For Sponsor Logins:

i’ Run Authentication Test?

Connect to LDAP

Connect to RADIUS

Connect to SAML

Use Onboard Database

Select this option to enable end-users to

Select this option to enable end-users to

Select this opticn to enable end-users to

Select this opticn to enable end-users to

Select this option to enable end-users to authenticate via Active Directory.

SAM Account Mame v

authentic

ate via LDAP (or LDAPS).

authenticate via RADIUS using PAP.
authenticate via a SAML 2.0 1dP
authenticate to accounts defined within this system.

5. Enter the Reference and Active Directory Information and click Next.

6. Select Use a new webpage created from a standard template. The Create Credential Prompt page

opens.

To test connectivity to the authentication server, select the Run Authentication Test box, and enter a
Test Username and Password before you click Next.

To allow users from a specific group to log in to the Cloudpath Admin Ul as administrators, check the
Use for Login Admin box and enter the Admin Group Regex for the authentication server group.

+1303.647.1495 | +44(01)161.261.1400
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You can run the authentication test at any time from the workflow, or from the Administration >
Authentication Servers page.

Device Type Split

Step 4 adds an enrollment step prompts the user to select a personal device or a company-owned (IT-
asset) device.

1. Insert a step above the Result: step in the enrollment workflow.

2. Select Split users into different processes.

3. Select Use an existing split and choose Device Ownership. The Device Ownership option prompts
the user to select either Your Device or Company Device. These labels can be modified.

Tip >>

Use the Edit List icon E to customize the split option labels.

The Workflow page displays your enrollment workflow with the Device Ownership option after the user
authentication step.

FIGURE 23. Workflow with Device Ownership Split

Properties Enrollment Process Look & Feel Snapshot(s) Advanced
»
Step 1 Require the user to accept the AUP Welcome Message and AUP P
»
Step2: | Allmatches in: | Guest Users | X/ Employees | | contractor | 7/ = X
»
Step3:  Prompt the user for credentials from Annad3 Test BVT AD s X B e
»
Sitepa All matches in: | pers Devices | | X 4 Company Device V4 = X
»
Step 5 Send a verification code from IT Assets 75 X
»
Resuit: Move user to Secure Internal Netw... and assign certificate using Client Certificate T.. Vd
30
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Create a Filter in the Device Type Split

When creating splits in the workflow, you can set up a filter so that only certain users see this
enrollment step.

For example, create a filter in the Device Type split that allows only users in a specified Active
Directory group (ex. BYOD App) to receive the option for personal devices. Users that are not in the
BYOD App AD group do not have the option to enroll personal devices and do not receive the Device
Type prompt during enrollment.

1. On the Enrolliment Workflow page, locate the step with the Device Type prompt. In this example, it
is Step 4.

2. On the right side of the step, click the Edit List icon to open the Selection Options page and edit the
Your Device option. This opens the Modify Step page, which allows you set up filters for this split in
the workflow.
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FIGURE 24. Modify Step - Filters and Restrictions

¥ Filters & Restrictions

The following settings control which users will have access to this option. If nothing is specified below, all users will have access to this option. If criteria is specified below, only

users meeting the criteria will heve access to this option.

UserBased Filters

i Group Name Pattern: Matches ¥ | [ex. BYOD]

i/ Username Pattern: Matches ¥ || [ex. bob]

il User DN Pattern: Matches ¥ | [ex. *ou=IT.%

i|  Email Pattern: Matches ¥ || [ex. *@company.comS]

Device-Based Filters

i | Operating System Pattern: Matches ¥ || [ex..*Android*]

i User-Agent Pattern: Matches ¥ | [ex. *Safari’]

il Language Pattern: Matches ¥ | [2x. en ]

i MAC Registration List: Matches ¥ || [ex. IT-Owned MACs]

Location-Based Filters

i) Location Pattern: Matches ¥ || [ex. EMEA]
i Allowed |Ps: [ex. 152.168.4.1/24]
i Blocked IPs: [ex. 152

Filters Based On Web Authentication Certificate

i Common Name Pattern: Matches ¥ || [ex. bob@company.com)
i Issuer Pattern: Matches ¥ || [ex. Sample Root CA ]

i Template Pattern: Matches ¥ || [ex. BYOD Template]

i Expiration Date: Expires Within | O Days v

Other Filters

i Voucher List Mame: Matches ¥ || [ex. Long-Term “ioucher List]
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3. Inthe Filters & Restrictions section, in User-based Filters, enter a regex to matches the BOYD APP in
the Group Name Pattern field. Cloudpath also supports Device-based, Location-based, Web
authentication, and Voucher List filters.

This filter only allows users that match the BYOD APP AD group name pattern to view the Personal
Device user prompt. Users that are not in the BYOD APP AD group cannot enroll personal devices on
the network.

Tip >>

To see a list of available group names, return to the workflow and run a test on the
Authentication Server. The test results show all of the different username patterns for
the user.

Prompt for Voucher

Step 5 adds a voucher verification step for authenticated employees with IT-assets.
To create this authorization prompt:
1. Select the Employees tab in Step 2 and the Company Device tab in Step 4 of the workflow.

2. Insert a step above the Result: step in the enroliment workflow.

3. Select Authenticate via voucher and Create a new Voucher list.
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FIGURE 25. Create Voucher List - Format and Notification Fields

Create Voucher List
1! Display Name: ouc her List
Description:
re
AP ID: OtpList-CES41050-A3BA-4D0A-BF 2F-ASCDF703CDFE
Form
Length: )
Characters: alphabetic (Lowerc ase) v
Default Validity Length 7
Default Reuse Count: Once (One-Time-Password) ¥
Default Days of Access: 0
Maximum Days of Access: 7

Require Username Match
lotification
Email Subject: etwork Access

Email Body: The following voucher code is required to access the nel

SMS Subject: etwork Access

SMS Body: The following voucher code is required to access the net

4. On the Create Voucher List page, enter the voucher specifications for the Employees with Company
Devices workflow.
eFormat - Describes voucher characteristics and validity.
¢ Notification - Set up the template for emailing the voucher or sending as an SMS message.

e Sponsorship - Use this section to configure the Sponsored Guest Access feature.
e|Initial vouchers - Create one or more initial vouchers.
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FIGURE 26. Create Voucher List - Sponsorship, Fields Displayed, and Initial Vouchers

i Allow by LDAP Group:
Allow by LDAF Username:
i Allow by LDAP Username DN:

i) Maximum Certificates: o

1 Default Permissions:

i MNew Sponsor Email Subject

i Mew Sponsor Email Template:

i/ Mame Field: Show and require entry. ¥

i/ Company Field Show. kW

i) Email Field: Show. v
SMS Field Show. v

il Reason Field Show. X

i Redeem By Field Show. X

i) Reuse Count Field Do not show. v

1| Days of Access Field Do not show. v

chers
i/ Initial Voucher #1:
i Initial Voucher #2:

1 Initial Voucher #3:

i Initial Voucher #4:

1 Initial Voucher #5:

5. For the voucher prompt, select Create a new webpage from a standard template.
6. On the Create Voucher Prompt page, enter the data for the voucher prompt and Save.

The Workflow page displays your enrollment workflow with the Device Ownership option after the user
authentication step.

Device Configuration and Client Certificate

A device configuration is a group of settings containing a single configuration per operating system.
This configuration determines the settings and behavior required to move the device from the
onboarding SSID to the secure network.
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The last step in the workflow is to migrate the user to the secure network and assign a client
certificate.

Device Configuration

1.
2.
3.

4.

On the right side of the Result step, click the edit icon.
Select A new device configuration.

On the Add Device Configuration page, provide a name for the device configuration. This is the
name a user sees in the device Wi-Fi networks list.

Select Wireless Connections (the default) and enter the SSID of the secure wireless network.

FIGURE 27. Configure SSID

Select the connection method|s) this device configuration supports:

®  Wireless Connections

i! SSID: TestSSID
i Authentication Style: Client Certificate [Recommended] ¥
i/ Isthis SSID Broadcast? Yes, the SSID is broadcast. v

Wired 802.1X Connections

Set the Authentication Style:

¢ Select Client Certificate for TLS network configurations

e Select PEAP for PEAP/MS-CHAPv2 network configurations

Select Static Pre-Shared Key for PSK network configurations

¢ Select Ruckus DPSK for a Dynamic Pre-Shared Key network configuration on a Ruckus controller

Leave the default Broadcast setting and click Next.

Specify Conflicting SSIDs. This setting prevents the device from roaming away from the secure
SSID to any open SSID in the area.

Select the operating system families and versions that to support within this device configuration.
You can restrict a particular version or service pack level after the device configuration is created.
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FIGURE 28. Select OS Versions

Cloudpath supports a wide array of operating systems. Select the operating systems below that you wish to support within this device configuration. The

following operating systems are automated, requiring minimal user interaction.

i05 Versions: i0S 6 and Newer ¥
Android Versions: Android 4.0.3 and Newer ¥
Windows (x86/x64) Versions: Windows XP and Newer v
Mac OS X Versions: Mac OS X 10.7 and Newer ¥
Chrome Versions: Chrome 51 & Greater ¥
Linux Versions: Ubuntu 12.04 & Fedora 18 and Newer ¥
i) Windows Mobile Versions: None v

These operating systems are require user interaction to configure. Cnline instructions will be provided to the user.

i Generic 'y
i/ Blackberry J
i’ Windows RT ‘r
i/ Windows Phone 8+ ‘r

9. Select Client will authenticate to the onboard RADIUS server.

10. Configure additional settings for the device configuration. A more comprehensive list of additional
settings is available after the device configuration is created.

Continue to the next section to select the client certificate template with the appropriate user policy.
Client Certificates

The final step in the enrollment workflow is to migrate the user to the secure network and assign a
certificate to the user device. This section describes how to specify which certificate template to use
when assigning a client certificate to the user device.

37
+1303.647.1495 | +44(01)161.261.1400 | support@cloudpath.net | www.ruckuswireless.com | ©2017 Ruckus Wireless, Inc.



Cloudpath Quick Start Guide

You can set up different certificate templates for different user types. An employee or staff certificate
template might be valid for 120 days, and a guest template might be valid for 1 day or until the end of
the week.

How to Set Up Client Certificate Templates

After you set up a device configuration for the workflow, you configured and assign a new certificate
template.

1. Select A new certificate template.
2. Select Use an onboard certificate authority.

3. Select Use an existing CA. Choose the default Root CA that was created during the initial system
setup.

4. Set up the Client certificate template. This template is used to issue a certificate to the client
device.
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FIGURE 29. Client Certificate Template

Client Certificates

Used on clients to suthenticate the client. The decorstion of the usemame within the certificate allows RADIUS policies to be applied appropristehy.

i ion:
Username Decoration: * username@byod.company. com

username@contractor.company.com
username@faculty. company.com
username@guest. company.com
username@it company.com
username@student. company.com

username(@other.company.com

i Grant Access Until: 1 Years ¥ gfter issuance.

1 Configure Advanced Opfions:

The Cloudpsth ES supports

h

Additionsl notifications can be configured once the tes he notifications below are some of the mo:

sys

I/ Nofifications: Send welcome email on issuance.
Send emasil T days before cerificate expiration.
Send email if cerificate is revoked.

Email administrator if revoked certificate is used.

es below are the most commonly used stt

required, they may be added by editing the certificate template once crested.

I/ VLANID:

I Filter ID:

I/ Class:

5. Select or enter a Username Decoration. The decoration of the username within the certificate
allows RADIUS policies to be applied appropriately.

The domain for the Username Decoration fields is taken from the Company Information that was
entered during the initial account setup. Go to Administration > Company Information to change the
default domain.

6. Grant access for the appropriate amount of time.

For example, you might have a client certificate template for a guest user that is valid for one, or a few
days, another for a contractor that is valid for 6 months, and one for employees that is good for a year.
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Tip >>
To configure pattern attributes, certificate strength, and EKUs, check the Configure
Advanced Options box before you click Next.

7. Select any email notifications to be sent to the user related to the life-cycle of the certificate.
Additional certificate notifications can be configured after the template is created.

8. Optional. Enter RADIUS Options to assign a VLAN ID or Filter ID to certificates that use this
template. These settings only applies if you are using the Cloudpath onboard RADIUS server.

9. Click Next.

The completed workflow shows all enroliment paths. The last step shows the device configuration
which is applied to the user device and the certificate template being used to assign a certificate to
the user device.

FIGURE 30. Completed Workflow

Step 1: Require the user to accept the AUP Welcome Message and AUP /S X
Step2:  Allmatchesin: | X 4 visitors / X
Step3:  Prompt the user for credentials from Test AD s X ®
Step 4: All matches in: X 4 Company Device / X
Step5: Prompt the user for a voucher from IT Asset-Voucher 75 X
Result: Move user to Security Internal Ne... and assign certificate using Client Certificate T... Vd

After you have finished configuring a enrollment workflow, create and deploy a snapshot of the
workflow configuration to test before deploying to users.

Publishing the Enrolilment Workflow

An workflow is published using Snapshots. A snapshot is a version of a workflow configuration. You
can create and maintain multiple versions of each configuration. However, only one snapshot can be
active at a time for each workflow.
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The Workflow list contains status of the workflow (published or unpublished), the Enroliment Portal
URL where a configuration is deployed, and the last published time for each workflow configuration.

FIGURE 31. Publish Workflows

fenroliRegression/BLDG-A-Lobby/
ienrollRegression/SponsoredGuest-JR/
3] fenroliRegression/Richardl/

nsored-Guest-JR/

ienrollRegression/EmployeeswithPersonalDevicesBYOD/
3] /enroliRegression/EmployesiTAsset/

3] JenroliRegression/Prodction/

Workflows
Workflows Status Published URL
1+ Building A Lobby with Guest Access e Unpublished
[+ BLDG B Empl e Unpublished
"+ Y Richardl_Test . Published
6 Sponsored Guest JR . Published
1Y Employees with Personal Devices BYOD @ Unpublished
'+ Employee IT Asset . Published
F+9 Primary Workflow @ Pubished
Properties Enroliment Process Look & Feel Snapshot(s) Advanced
»
Step 1 Require the user o accept the AUP Welcome Message and AUP
»
Step2: | Allmaichesin: | % 4 vour Device | | mpa
»
Step 3 Prompt the user for credentials from Test AD
»
Stepd: | Allmatches in: | x # Your Device | | Company Devices |
1 1
»
Result Assign a device configuration and/or certificate.

Last Publish Time

20170413 1715 GMT

20170412 1715 GMT

20170412 1715 GMT

20170413 1715 GMT

s X B

s = x B2
s X B O
S =E X E ]
;

When you publish a workflow, this creates a snapshot of the workflow configuration.
To publish the workflow:

1. Navigate to Configuration > Workflows tab.

2. On the Workflow configuration page, click the Publish icon next to your selected workflow.

+1303.647.1495
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FIGURE 32. Create New Snapshot

Create New Snapshot? % ]

A Areyou sure that you want to create and activate a new snapshot?

The URL below will be used by end-users during enrollment. It is important that this URL is
correct for communication from the end-user to the system. Also, if HTTPS, it is important that
the web server certificate and DNS are properly configured. Incorrect setup of this URL may lead
to 404 NOT FOUND errors during enrollment. If the end-user is accessing the system through a
load balancer, this most likely should be the DNS handled by the load balancer.

URL: https://newui.cloudpath.net/enroll/Regression/NewWorkflow/

¥| Remove oldest inactive snapshot if 5 exist.

Cancel Create

3. Select the Wizard version to use for the new snapshot. The Cloudpath Wizard is the application
provided to users to automate the enrollment process.

4. Verify the Enrollment Portal URL for the snapshot.
5. Click Create.

It takes a few minutes to build the deployment package. During this process, all Cloudpath workflow
branches are pulled in by the Cloudpath system and bundled as one configuration.

How to Test a Published Workflow

Test the enrollment process for the active workflow snapshot using the Enrollment Portal URL. The
Enrollment Portal URL provides access to the user enrollment process, which contains the workflow
and if applicable, the Cloudpath Wizard.

1. Navigate to the Configuration > Workflows page.
2. On the workflow list, select the workflow to test.

3. Click the Enrollment Portal URL. Be sure that the snapshot you want to test is the active snapshot
(green icon).
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Administration

Access the Cloudpath Administration tab to manage system-related operations, using links in the
following sections:

Administrators

During the initial account setup, Cloudpath sets up an administrator account using the Company
Information provided during the setup. By default, there is also an Administrator Group, which allows
administrative access to the Admin Ul using credentials from the configured authentication server.
This allows users that belong to a specific group to access Cloudpath.

Manage administrator access to the Cloudpath Admin Ul from Administration > Administrators.

FIGURE 33. Add Administrator

Display Name:

Phone Number:

Description:

Enabled:

Display Timezone:

Date Format:

nformation

[=1418,

New Administrator

[System Defaulf]

YYYYMMDD hhmm z (20141230 2359 MST)

+1303.647.1495 | +44(01)161.261.1400

i) Username: newadmin@company.com
Password: Temporary password will be emailed to the user.
i) Role Administrator X
i/ Allowreset by email? 7
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Administrator Roles
Cloudpath supports the following Administrator Roles:
¢ CA Administrator - Allows full configuration access to the Administrative Ul. This administrator
role can manage all administrative users.

e Administrator - Allows full configuration access to the Administrative Ul, except for Certificate
Authorities. This administrator can manage Administrator and Viewer administrative users.

*Viewer - Allows view-only access to Enrollment, User, and Certificate records on the Dashboard,
the enrolliment Workflow, and the Documentation and Licensing pages. This administrator
cannot manage other administrative users.

Company Information

Company Information is typically entered during the initial system setup but can be managed from
Administration > Company Information. The data from this page is used within the URL for enrollments
and sponsorships, and included in the onboard CAs.

System Services

Navigate to Administration > System Services to restart or view logs for the application server, web
server, configure email or SMS servers, or start up a support tunnel.

44
+1303.647.1495 | +44(01)161.261.1400 | support@cloudpath.net | www.ruckuswireless.com | ©2017 Ruckus Wireless, Inc.



Cloudpath Quick Start Guide

FIGURE 34. Cloudpath System Services

System Services

Service Web Server V4
Service Network
Service SSH ®

Service Support Tunnel

Service:  Outbound Email /7
Service Outbound SMS Va
Service Logs ®
Service External Reporting Server Va

Service DHCP Fingerprinting

Service Virtual Machine

*Web Server - Download the Apache Server access and error logs from the Web Server
component. You can also Restart the web server, generate a CSR, edit administrative access
restrictions, and download or upload the web server certificate, or if needed, upload a code
certificate.

*Network - The Network service displays network properties for Cloudpath, and provides access to
view or download the diagnostic logs.

*SSH - Use the SSH service to enable, disable or change the access port. SSH runs on ports 22 and
8022. You can set the port number using the command line or from the user interface. Even if
you disable SSH access for both ports, SSH can continue to run.

e Support Tunnel - The Support Tunnel service allows you to open a support tunnel to help you in
diagnosing issues with your application or configuration.

¢ Qutbound Email - Use the onboard email provider or configure a local email server.

¢ Qutbound SMS - Use the onboard SMS provider, enter a CDYNE account or route SMS message
through a customer-owned account.
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¢Logs - Configure where syslog messages are sent. You can enable the syslog, select the protocol
over which the syslog messages are sent, and enter a host and port number.

e External Reporting Server - Allows you to integrate Cloudpath enrollment data with a reporting
server, such as the ELK stack (Elasticsearch, Logstash, and Kibana).

*DHCP Fingerprinting - DHCP fingerprinting provides information about the devices on your
network. Cloudpath obtains this information during the DHCP exchange. This data is displayed
on the Dashboard and can be used as a filter in a workflow. Enable DHCPfingerprinting, for IPv4,
IPv6, or both.

Note >>
DHCP fingerprinting is available for locally deployed (on-premise) systems.

e Virtual Machine - Displays the system clock and system information about the virtual machine.
You can also reboot or shut down the virtual machine from this page.
System Updates
From the System Updates page, you view and manage your existing build version, scan check for
updates, and apply support patches.
Replication

Replication is configuring two or more servers in a cluster, with or without a load balancer. Cloudpath
supports replication between two servers, for multiple data centers, and redundant servers.

Data Cleanup

Manage database cleanup thresholds for enrollment records, abandoned certificates, vouchers,
notifications, manage wizard versions, and other system events.

Firewall Requirements

Displays inbound and outbound traffic from Cloudpath to assist with firewall configuration.

Configuration

The components listed in the Configuration tab are typically set up during the Initial System Setup, or
during the workflow configuration, but can be modified as needed.

The Workflow tab is covered in “About the Enrollment Workflow” on page 22.
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Device Configurations

A device configuration is a group of configuration settings for a specified WLAN or wired network.
Device Configuration settings are managed using the following tabs:

e Summary tab - An overview of the device configuration settings.

*Networks tab - WLAN settings

¢ Trust tab - RADIUS server information and certificate chaining.

»0S Settings tab - User experience, network, and additional settings that are specific to an
operating system or a specific version of an operating system.

*Passpoint tab - Passpoint settings for the device configuration, which includes certificate
settings, and home service provider, subscriber, and policy settings.

Refer to the Configuring Cloudpath to Support Hotspot 2.0 Release 2 (Passpoint) guide on the
Admin Ul Support tab for complete details on setting up a Ruckus SmartZone controller and
Cloudpath for Passpoint.

« Credentials tab - (For PEAP networks only) Settings related to password-based Wi-Fi.

RADIUS Server

View and manage the onboard RADIUS server.

*RADIUS Server Status - View status, settings, and certificate information, generate a CSR, or
upload a certificate. You can also download RADIUS server certificates and log files or export
onboard CA information to be used to set up an external RADIUS server.

-Connection Tracking - Enabled by default on new systems, Connection Tracking displays the
current device connections on the Dashboard > Connections page. RADIUS Accounting must be
enabled on your wireless LAN controller. See the Integration with Ruckus Controllers guide on
the Support tab for more information.

-CoA - Enable CoA to send Change of Authorization disconnect messages (DMs) from
Cloudpath to the switch or wireless LAN controller. You can send disconnects from the
Dashboard > Connections page, or via an enrollment Revoke. See the Onboard RADIUS Server
CoA guide on the Support tab for more information.

* Policies - View all policies for the onboard RADIUS server, including those assigned by certificate
templates, eduroam configuration, and MAC registration policies.
¢ Clients - View all RADIUS allowed to call into the RADIUS server, including any eduroam clients.

*RADIUS Server and eduroam - Configure a eduroam federation server to interact with the onboard
RADIUS server.

e Attributes - Define the RADIUS attributes that will be visible in the system. These attributes, which
are included in the Access-Accept/Reject reply from the RADIUS server, can be added to the
certificate template, MAC registration, and eduroam configuration.
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eExternal - Download a zip file, which provides the information and CA certificate needed for an
external RADIUS server.

*Open Access - Configure open access for a specific SSID, for a specified time-period for short
term usage.

Warning >>
We recommend using Open Access in a limited, or test environment. SSIDs
configured for Open Access are not secure.

*RADIUS Accounting - If your wireless LAN controller is configured to support RADIUS accounting,
and if Connection Tracking is enabled, the Accounting tab displays RADIUS accounting packets
local to the Cloudpath server. See the Integration with Ruckus Controllers guide on the Support
tab for more information.

FIGURE 35. RADIUS Accounting

Recent RADIUS Accounting Packets (Local)
Event Timestamp | Type | Session ID Caling Station Client 19 Username NAS ID NAS IP | mas Port
Dec 16 2016 Start 599CBADI- 4C:BD:79:E9:16:18 192.168.95.181 anna&byod.company.com 38:FF:36:02:6A:7E 192.168.92.135 58
2 13:42:14 MST 00000785
Dec 16 2016 Start 599CBAD1- E4:F3:9C:07:B7:4D 192.168.95.251 bobi@byod.company.com 38:FF:36:D2:6A:7E 192.168.92.135 59
S 13:43:02 MST 00000786
Dec 16 2016 Start 593CBAD1- 34:E6:AD:0E:CEFS 192,168.95.135 jacki@byod.company.com 38:FF:36:D2:64:7E 192.168.92.435 &0
a 13:44:3¢ MST 00000787
Dec 16 2016 Start S99CBADI- 6C:94:FB:B9:DB:86 192.168.85.197 bill@byod.company.com 38:FF:36:D2:6A:7E 192.168.92,135 62
a 12:47:04 MST 00000789
Dec 16 2016 Start 599CBADI- 04:0C:CE:21:8D:A0 192.168.95.136 mike@byod.company.com 38:FF:36:D2:6A:7E 192.168.92.135 (]
q 13:47:17 MST 00000784
Dec 16 2016 Start 58545385-1449E000 | 3C:A9:F4:01:02:50 192.168.95.40 anna@byad.company.com 6C:AA:B3:54:A9:EC 192.168.93.143 1
Q 13:50:14 MST
Dec 16 2016 Interim-Updste | 599CBADI- 4C:BD:79:E9:16:18 192.168.95.181 anna@byod.company.com 38:FF:36:02:6A:7E 192.168.92.135 58
‘ 2 13:52:14 MST 00000785 ‘ |
Dec 16 2016 Interim-Update | 599CBAD1- E4:F3:9C:07:B7:4D 192.168.95.251 bob@byod.company.com 38:FF:36:D2:6A:7E 192.168.92.135 s9
‘ a 13:53:02 MST 00000786
Dec 16 2015 Start 58343439-14A9E000 | BC:3A:E3:15:6C:08 192.168.95.209 bobi@byod.company.com 6 AABI:54:A5:EC 192.168.93.143 7
‘ & 13:53:45 MST
Dec 16 2016 Interim-Update 599CBAD1- 34:E6:AD:0E:CE:F5 192.168.95.195 jack@byod.company.com 38:FF:36:D2:6A:7E 192.168.92.135 60
‘ & 13:54:34 MST 00000787

Authentication Servers

View and manage the servers against which users may be authenticated. This includes local servers
such as Active Directory and LDAP, as well as third-party services, such as Facebook, SAML
(Shibboleth), RADIUS via PAP, and an onboard database.
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Firewall & Web Filter Integration

Configure Cloudpath to integrate with Palo Alto Firewalls and Web Filter applications. Cloudpath
supplements data already captured by these applications by adding mappings of the IP address to a
Userld, which allows the captured traffic to be identifiable. When the user joins the network via
Cloudpath, the firewall or web filter application is notified of the user’s login. Similarly, when a user is
known to have left the network, the application is notified of the logout.

MAC Registration Lists

View and manage MAC registration databases, which allow network access to devices that do not
have the 802.1X supplicant capability. Each database has its own policies. When a device is
registered, it is assigned to one of the databases. Cloudpath provides a template for importing MAC
address in bulk using a .csv or .xlsx file.

API Keys

A list of the APlIs currently in use with Cloudpath. The REST APIs allow the system to actively notify
external systems and to be queried and manipulated by external systems.

Dashboard

The Cloudpath dashboard provides detailed information about the number and status of enrollments
on your network, including notifications, events, certificates, MAC registrations, and scheduled
reports.

Enroliments

The Enroliments table allows you to review enrollments, including the associated user, device, and
certificate information. The Enroliment Paths tab shows a graphical depiction of the different paths
taken by users during the enrollment process.
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FIGURE 36. Enrollments Table

Completed Enrollments Al v
. Employess .
as 706¢ © | Comfemalimuad | bob | 03/15/2015 17:00 MDT | ~veur Windews § £8:76:3F:11:ABu4E bob@annsdl companycom | D3/A5/2087 | 4BB4.FS33 | 27804280 | 03/15/2018 1701 MDT i
Daiie recto
Q 4380 Completed 03/15/2016 1535 DT | B Windewis Phane 8
Q o784 Completed 03/15/2016 15220 0T | B Chrome 05
- st e Soogle Inc,
Q Free Completed 032512016 15:19 wDT | B Chroms 05 S
C Employee: CHRIS- Active
Qs Ds07 © | ConfemsIssued | bob | 031572016 16:43 MDT | -vour Windous 10 00:3FD09:99:25 | e bob@anns¢ company.com |  03/13/2017 | 68327624 | CB42.ADI2 | 03/15/2016 14:45 MDT e
Device 8
457 Completed 03/25/2016 1429 DT | A Usuntu 00:22:FA:7D:EA:DE

Q 1470 Complated 03/a5/2016 2427 0T | A Fedora

Q Be1s Completsd 03/a5f2016 24:25 0T | B Ubuntu 9CiD2:1E:A9:01:50
[+ 4A28 Completed bob 03/15/2016 14:17 MOT | B nded s 30:D6:C9:09:A5:6C | =
Qs an1 Complzted beb | 031572016 1615 MDT | B sndraid 42 AD0BBABBIOSE2L
as Fiee Complated bob | 03/13/2016 1613 MDT | A Android 6.0 02:00:00:00:00:00
as 4759 Compiated bob | 03/13/2016 1611 MDT | A& Androd 4.4 PR
Qs sacr Completed bob | 03/15/2016 1209 MDT | A 02:00:00:00:00:00
Qs ases © | confictelssued | bob | 03/15/2016 11:51 MDT | -You 84:38:48:13:63:02 bob@annad3.company.com |  03/15/2017 | 3953.71C3 | FFAE.E072 | 03/16/2016 08:51MDT .
QL EBee © | cenficatelssued | bob 03/15/2016 11:35 MDT | - 50:4C:E5:9D:8D:01 beb@anna¢3.company.com | 03/15/2017 | 2F7A.E988 | S4FA.SCC3 | 03/15/2016 11:36 MDT ey

Results 1- 15 of 284, &9 B v [ Y %

Tip >>
Use the view icon to display further details about a specific enroliment record, to
revoke a certificate, or to remove the enrollment record from the database.

Records Export
Enrollment and User data can be can be downloaded, as a CSV file or Microsoft Excel spreadsheet.

Use the CSV Exporticon |_ or XLS Exporticon @ located at the bottom of the table.

By default, the Enrollment data files are named enrollments.txt or enrollment.x/s and the User data
files are named users.txt or users.xls.

The Enrollment and User export files are designed to be a quick view of the activity since midnight. To
export only certain items in the table, for a specific date and time, or to export items for a longer time
period, see Scheduled Reports.
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FIGURE 37. Download Enrollment Records

Filtars: Show unsuthorized. Show suthorized but unizsued

Show izzued. || Show sbangoned. | Shew reveked. L] Show =xpired,

Enrcliment Status Name Time=tam; Device Name Location Common Name Authentication Type
Employ==s
- IT-fmset et
Q DB4F In Progress annss 20140311 2143 Company Windows 7 Vouchers Active Direclory
Device
Configuration
Q EE34 Complate - fnna 20140311 2142 Visitors Windows 7 E0:06:E6:C3:84:85 ANN&-PC fnna Google
Certificate Txsumd Eichel Eichel@byod company.com
Emplzyzas
q SDag In Progress annss 20140311 2142 - Your Windows 7 Active Directory
Device
Employ==s
Q 1615 Abandoned annas 20140311 1654 - Your Windows 7 Active Direclory
Device
Results 1 - 4 of 4. 15 B & |7

Enrollment Paths

During enrollment, the user is taken through a sequence of steps, called an enrollment workflow. The
workflow depends on the selection chosen when the user is prompted, and on any configured filter in
the workflow. For example, the user can select the Employee or Guest path, and then be moved to the
IT Asset device path, because their Active Directory credentials, by way of a filter, caused them be

moved to the Personal Device path.

The Enrollment Paths tab shows a graphical depiction of the paths taken by users during the

enrollment process.
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FIGURE 38. Enrollment Path

Enrollment Paths

O Abandoned (12)

QO InProgress (3 )

Company Devies { 1 1@

Employees ( 283.3-@

O InProgress (48 )
“Your Device ( 2771+ @
O Abandoned (10}
O Abandoned (2 )

Visitors (3} @
O InProgress (1)

O Abandoned (4 )

Abandoned [ 48 )@

O Abandoned (1)

QO InProgress (87 )

O usemame@anns43 company.com [ 141 )

O usemame@anna43 con

Start (470 ) O
Parners (5@
Internal Acoess 1@ O Abandoned (1)
A(B8Y @ Q InProgress (86 )
B (207 @ Q InProgress (29 )
O Abandoned (2)
s (3@ ‘Your Deviee {31 @
Q InProgress (1)
O usemame@annad3.company.com (1)
C tions

The Connections tab displays the current device connections for the Cloudpath system. To view the
connections, ADIUS Accounting must be enabled on your wireless LAN controller and Connection
Tracking must be enabled for the onboard RADIUS server.See the Integration with Ruckus Controllers

guide on the Documentation tab for more information.
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FIGURE 39. RADIUS Connections

Q% @ Connected 192.168.95.136 04:0C:CE:21:80:40 mike@byod.company.com eng-Anna42 10 minutes ago
Q X © connected 152.168.95.40 3C:A9:F&:01:02:50 anna@hyod.company.com eng-Annas2 7 minutes ago
Q, ¥ © connected 152.168.55.197 6C:94:FB:B9:DB:86 bill@byod.company.com eng-Annzd 11 minutes ago
Q X © connected 192.168.35,135 34:E6:AD:0E: CE:FS jack@byod.company.com eng-Annad2 13 minutes ago
oy © Connected 192,168.55.251 E4:FB:9C:7:E7:4D bob@byad.company.com eng-Annad2 15 minutes ago
R © connected 192.168.95.181 £0:8D:75:E9:16:18 annaBbyod.company.com eng-Annad2 16 minutes ago
Q X © Connected 192.168.95.209 BC:3A:E3:15:6C:C6 bob@byad.company.com eng-Annad2 4 minutes ago
Results 1- 7 of 7. 15 v| [ ¥ ®

You can send Change of Authorization (CoA) disconnect messages (DMs) to the controller or switch
from the Connections page, or via an enrollment Revoke. See the Onboard RADIUS Server CoA guide on
the Documentation tab for more information.

Users & Devices

The Users table provides a list of User records, including user devices, enrollment paths, and
certificate information for each user.

FIGURE 40. User Table

Authentication Typ
q Anna Eichel LinkedIn, Facebaak, ar Gmail Google 20140326 1006 MDT
Q, Anna Eichel Anna Test AD Active Directory 20140326 1335 MDT
Q Bob Johnsan Anna Test AD Active Directory 20140326 1344 MDT
q Eill Smith Anna Test AD Active Directory 20140326 1348 MDT
Q Mark Test Anna Test AD Active Directory 20140326 1415 MDT
q Lynn Test Anna Test AD Active Directory 20140226 1415 MDT
Q, Mike Test Anna Test AD Active Directory 201403321 1622 MDT
Q Anna Test Anna Test AD Active Directory 20140331 1625 MDT
Q, Anna Eichel LinkedIn, Facebook, or Gmail Google 20140231 1638 MDT
Results 1 - 9 of 9. 15 [=] E v

Tip >>
Use the view icon to display further details about a specific user record, to block the
user, or to remove the user record from the database.
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Device Types

The device type information is obtained from user-agent during the initial enrollment attempt. The
device types graphs show the enrollments by operating system.

FIGURE 41. Device Types

Apple (214 Devices) Canonical (16 Devices)

i0s 5 (Fad)

W05 7 (Paa)

Wlios 2 (Pad)

iS5 (Fad)

05 5 |Phone|
Mwac 05 x El Capian {10.11)
Wlvac 05 X Lien (10.7)
WlMac 05 X Mavericks (10.5)
W Mac 05 X Min Licn {10.8)
Mac 05 X Yosemite (10.10]

Wl JEaniu

Microsoft (170 Devices) Other (7 Devices)

Ml [Windows 10

W[ winccws 7

Wl [winccws &

W jwincows 5.1

Wl #incdows Phone 2

M Fedora
L

Wl fWincows Phone 5.1

Form Factors

The form factor is obtained from device user-agent during the initial enrollment attempt. The form
factor graph displays the device type, such as computer, tablet, or mobile phone.
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FIGURE 42. Device Form Factors

Computer (4743 Devices) Mobile (2081 Devices)

M Limoc
Bl mac 05 X Mllandroid 1.x
Ml [windows 2000 ; Mllandroid 2.x
Mwindows 7 M landroid 4.x
Ml windows & g Mljios 4 (iFhone)
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MAC Registrations

The MAC Registration table displays all devices that have been registered using the MAC address
instead being enrolled using a certificate.

Certificates

Cloudpath issues client certificates to users based on the templates set up for specific users and
devices. Server certificates can be issued for the RADIUS server, web server, or other external server in
your network. The active certificates graph displays, by date, the number of active (not expired) client
and server certificates, and from which template they were issued.

Certificates Table

The Certificates table lists all server and client certificates issued by the onboard CA. Use the Active,
Revoked, Expired, and All tabs to filter the data in the table.

55
+1303.647.1495 | +44(01)161.261.1400 | support@cloudpath.net | www.ruckuswireless.com | ©2017 Ruckus Wireless, Inc.



Cloudpath Quick Start Guide

Certificates Table

Active Certificates

Annz Test

ax [~ mark@byod.company.com | 20140402 1056 MOT 20150402 Intermediatz | username@byod.company.com S2CD.C610 | 20140402 1058 MDT
cal
Anna Test

ax L-] annae@byod.company.com | 20140402 1054 MDT 20150402 Intermediatz | username@byod.company.com 1BCC.1B27 | 20140402 1054 MDT
cal
Annz Test

ax [~ annae@byod.company.com | 20140401 1415 MOT 20150401 Intermediatz | username@byod.company.com AAS1.EZDA | 20140401 1415 MDT
cal
Anna Test

ax [+ lynn@byod.company.com 20140401 1402 MDT 20150401 Intermediatz | username@byod.company.com D472..7680 | 20140401 1402 MDT
cal
Annz Test

ax [~ bob@byod.company.com 20140401 1351 MOT 20150401 Intermediatz | username@byod.company.com EC1A.1554 | 20140401 1351 MDT
cal

Qx (-] AnnaTest.cloudpath.net 20140401 1342 MDT 20170401 ‘;2;‘:;:5; Server Template it@company.com B2D4..45E1 20140401 1342 MDT

Results 1 - 6 of 6. 15 & [E v ©

Tip >>

Use the view icon to display further details about a specific certificate record, to
disable or revoke the certificate, to download the certificate, or to remove the user
record from the database.

Active Trends

The Active Certificates graph displays, by date, the number of active (not expired) client and server
certificates, and from which template they were issued.
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FIGURE 43. Active Certificates
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Expiring Trends

The validity period of certificates issued by Cloudpath is derived from the certificate template used
when the certificate was issued. The Expiring Certificates graph displays, by date, the number of client
and server certificates that are about to expire, and from which template they were issued.
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FIGURE 44. Expiring Certificates
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DHCP Fingerprints

This feature is only supported for on-premise deployments.

From the Cloudpath server you can enable DHCP Fingerprinting, for IPv4, or IPv6, or both on the
Administration > System Services > DHCP fingerprinting page. The server discovers information about
the devices on your network and displays it on the on the Dashboard > DHCP Fingerprints page.

Notifications

The Notifications tab allows you to review emails and SMS messages, event logs, and schedule

reports.

Notification Records

The Notifications table displays email and SMS notifications that have been sent by the system. The
system logs email and SMS notifications sent for sponsors, messages for vouchers, network access,

and certificate issuance or revocation.
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FIGURE 45. Notifications Table

Notifications

Last Known Status i Email Subject
Qa EMAIL anna@cloudpath.net Email sent. 20140401 0513 MDT Werification Code for Netwerk Access
Qa EMAIL anna@cloudpath.net Email sent, 20140401 0841 MDT test notification
Results 1 - 2 of 2. 15 [=] T
Events

The Events log displays all system events, such as account logins, enroliments, acceptance of AUPs,
registrations, certificate issuance, errors, account updates, and snapshot creation.

Scheduled Reports

The scheduled report feature allows you to schedule a task to export enroliment record data, by date,
or schedule a recurring export. For example, you might schedule an enrollment data report to occur on
a weekly, or daily basis. This report can be emailed to one or multiple email addresses.

You can schedule multiple reports. For example, you can create a report that emails an enrollment
record report based on enrollments with revoked certificates, and another based on issued
certificates.

To schedule a task:
1. Go to Dashboard > Notifications > Scheduled Reports.
2. Onthe Scheduled Reports page, click Add Scheduled Report.
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FIGURE 46. Schedule Enrollment Records Export
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Cancel
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On the Modify Scheduled Report page, enter the Name, Description, Email Address and Subject for
the recipient of the enrollment records report. You can enter multiple email addresses, separated

by commas.

Specify when task is to be run. The execution period can be a specific date or you can set up a
recurring report to be emailed daily, weekly, or monthly.

In the Enrollment Status To Include section, check the information to be included in the report. For
example, select Certificate Issued and Enrollment Complete to create a report that shows the
number of devices that have successfully onboard to the network.

Specify the Report Content, which determines the data columns that will be included in the report.

Save the scheduled task.
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FIGURE 47. Scheduled Reports

Scheduled Reports

The reports listed below are currently scheduled. | Add Scheduled Report |
Abandoned Enrollments - Monthly : Executing once on 04/30/2014 at 12:00 AM F X
Daily Expired : Every day at 8:00 AM F X
Weekly Enrollments : Every week at 7:00 AM F X

The enrollment record data is emailed, as a CSV file, to the specified address, at the scheduled
frequency. You can also download an interim report from this page.

Event Response

Use the Event Response page to block a large number of enrollments or users, or revoke certificates in
bulk using information in an uploaded Excel (xIs or xIsx) spreadsheet.

FIGURE 48. Event Response

Event Response

This page allows items to be revoked or unrevoked in bulk via an uploaded Excel (xls, xlsx, or csv) spreadsheet. The spreadshest
can be filtered and downloaded from the respective View-All page (with additional filtering possible within Excel] or generated
separate from the system.

Block Enrollments By Upload

This option allows enrcllments (and their related certificates) to be blocked or unblocked via an uploaded Excel file. Each row is

processed using the following column headers, in order of preferences and case insensitive: Pk, GUID, Name, Enrollment Email, MAC
Address.

Upload File To: | Elock Enrollments | | Unbleck Enrallments |

Revoke Certificates By Upload

This option allows certificates to be revoked or unrevoked via an uploaded Excel file. Each row is processed using the following column
headers, in order of preferences and case insensitive: Certificate Pk, Full Serial Number, Serial Number, Commaon Name

Upload File To: | Revoke Certificates | | Unrevoke Certificates |

Block Users By Upload

This option allows users (and their related devices) to be blocked or unblocked via an uploaded Excel file. Each row is processed using
the following column headers, in order of preferences and case insensitive: DN, CN, Username, Email

Upload File To: | Block Users | | Unblock Users |
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The Excel spreadsheet, which is a file of enrollment records, can be filtered and downloaded from the
Dashboard > Enrollments (or Certificates) page, allows you block/unblock users or enrollments, or
revoke/unrevoke certificates.

Support

The Support tab provides links to technical documentation, information related to product licensing
and statistics, and a process for uploading a support file, if needed.

Documentation

The Documentation page contains technical documents for getting the system set up, integration
with other systems, managing the system, and special configuration instructions. This page also
provides links to the most commonly used pages in the Cloudpath Admin UI.

Licensing

The Licensing page displays information about the type of Cloudpath license, active certificates,
usage statistics, and copyright notices.
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FIGURE 49. Licensing Information Page
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Copyright Notice:

Q Trial

Active trial through [Unknown].

1 Currently Active
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Users, Authentications, Certificates, MAC Registrations, Notifications
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This produst includes software developed by the Apache Software Foundation

(http:/fu pache.org/].

Protected by one or more of the fallowing patents: 9,032,0499, 9,003,507, 9,137,234, 9,137,235,

8,843,741, and 9,037,843, Contact support for additional patents.

Copyright 2012-2016 Ruckus Networks

Refresh

Advanced Support

If Cloudpath support has provided a support file, you can upload it on this page. This will make
changes to the system, so we recommend that you create a VMware snapshot first.

Note >>

Only used a support file with the assistance of the Cloudpath Support team.
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